
CYBERSECURITY IN GOVERNMENT CONTRACTS INSTITUTE 
Earn Your Cybersecurity in Government Contracting Certificate in One Week

FPS Cybersecurity in Government Contracting 
Certificate Program
Designed for government contracting and legal professionals, this 
game-changing program will provide a baseline level of knowledge 
for immediate organizational assignments in cybersecurity strategic 
planning, proactive measures, and deterrence initiatives. 

2019 Federal Publications Seminars 10-19

A First-of-Its-Kind Program for Government Contractors and Legal Professionals

FOR MORE INFORMATION 
AND TO REGISTER...  

Visit fedpubseminars.com 
Or call 888.494.3696.

November 18-22, 2019
McCarter & English
1301 K Street NW, Suite 1000
Washington, DC 20005 

$2,995 for the week or $950 for 
individual courses

Earn CLE, CPE and CLP Credits 

AGENDA
The Framework of Cybersecurity Law
November 18
Topics include the statutory and regulatory framework of cybersecurity law 
and contracting; cybersecurity in the public sector; federal privacy laws and 
cybersecurity; cloud computing security and acquisitions.

The Basics of IT Acquisition and Contracting
November 19
An update on the rules, regulations, policies, and practices in IT acquisition; 
Innovative initiatives and proposed changes under FITARA (the Federal 
Information Technology Acquisition Reform Act).

New! Cloud Security Fundamentals and FedRAMP Compliance
November 20
Course focuses on cloud security requirements, cloud security issues, cloud 
computing architecture and security concepts for IaaS, SaaS, and PaaS.  Learn 
what cloud service providers and agencies must do to comply with the latest 
guidance provided by NIST and to meet the requirements for the FedRAMP.

Cyber Policy and Risk Management Best Practices and Strategies
November 21
Learn best practices and challenges in creating a policy to manage risk.  We’ll 
cover general policy guidelines, documentation and communication of a cyber 
policy, and which stakeholders within the organization are responsible for 
developing a cyber policy.  During the second half of the day, we’ll walk through 
a couple recent scenarios in which a cyberattack happened.

Breach: Before, During and After
November 22
Course focuses on intrusions, vulnerabilities and protection for contractors, 
small businesses, government and non-profit entities. We’ll discuss insider 
threats, email challenges, social networking and virus/malware as well as 
ransomware challenges to organizations.


